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2023 Cloud Security Report

The Latest Cloud Security Trends and Insights
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MULTI-CLOUD ADOPTION

How many cloud providers does your organization currently use?
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CLOUD SERVICES PRIORITIES

What services and workloads is your organization deploying in the cloud?
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Security
(identity management,
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data protection, etc.)
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archive, backup, etc.)
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BARRIERS TO CLOUD ADOPTION

What are the biggest barriers holding back cloud adoption in your organization?

37% 30% 29%

Lack of staff Legal and Data security,
resources or regulatory loss, and
expertise compliance leakage risks
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OPERATIONAL SECURITY HEADACHES

What are your biggest operational, day-to-day headaches trying to protect cloud workloads?
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CLOUD SECURITY THREATS

What do you see as the biggest security threats in public clouds?
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CLOUD SECURITY PRIORITIES

What are your cloud security priorities for your company this year?
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2023 Cloud Security Report

Key Findings
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Despite a leveling out of year-over-year cloud adoption compared to
last year’s report, the pace at which organizations are moving
workloads to the cloud is holding steady.

Increased costs, compliance requirements, hybrid and multi-cloud
complexities, reduced visibility, and a lack of skilled practitioners cause
organizations to slow or adjust their cloud adoption strategies.

To safeguard cloud-based digital objectives, cloud security budgets are
set to increase for the majority of enterprises in the year ahead.

Most respondents say it would be helpful to have a single cloud
security platform to configure and manage security policies
consistently and comprehensively across their cloud environments.
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